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Abstract  The widespread dissemination of digital images has made their copyright protection and con-
tent integrity verification critically important. Robust reversible watermarking (RRW) technology aims
to play a key role in this field. It requires that the watermark can resist various attacks to prove copyright
ownership while allowing lossless recovery of the original image for high-value applications when no at-
tack has occurred. However, existing RRW schemes still face challenges in achieving this dual goal. To
enhance the robustness of the watermark against common image attacks, the embedding process often
necessitates substantial modifications to the host image. This not only affects the imperceptibility of the
watermark, but, more importantly, drastically increases the amount of auxiliary information that must
be recorded during the reversible embedding stage to restore the original image. Excessive auxiliary in-

formation can occupy effective payload space, degrade the quality of the watermarked image and poten-
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tially impact overall performance. Therefore, how to effectively control the amount of auxiliary informa-
tion while ensuring high robustness remains a major challenge in current RRW research. Addressing this
key issue, this paper innovatively proposes an efficient robust reversible watermarking (ERRW) scheme
based on Polar Harmonic Fourier Moments (PHFMs). The core of this scheme lies in selecting PHFMs
as the carrier for embedding watermark information. As a type of orthogonal image moment, PHFMs
not only possess excellent image description capability and numerical stability, but their radial basis func-
tions, lacking factorial terms, also result in significantly higher computational efficiency compared to tra-
ditional methods like Zernike moments. More importantly, PHFMs exhibit inherent robustness to com-
mon signal image processing and geometric attacks, providing an ideal foundation for building a robust
watermarking system. Specifically, the core of the proposed scheme is a carefully designed two-stage
embedding strategy. In the robust watermark embedding stage, we first compute the PHFMs of the
original image. Considering the varying sensitivity of different orders of moments to attacks, we propose
an adaptive normalization strategy. This strategy dynamically adjusts the normalization weights based on
the order of the PHFMs, assigning greater embedding strength to higher-order moments. This maximi-
zes the scheme's robustness within the same visual distortion limit. Building upon this, we further pro-
pose an innovative Integer-Based Quantized Index Modulation (IB-QIM) technique. Unlike traditional
QIM which embeds watermarks in the real number domain, this method, through clever mathematical
construction, embeds watermark information solely into the integer part of the PHFMs magnitude,
thereby constraining the embedding error to be an integer. This fundamental improvement greatly re-
duces the amount of auxiliary data that needs to be recorded and transmitted. In the reversible informa-
tion embedding stage, the goal is to embed the necessary auxiliary information in a reversible manner in-
to the robust watermarked image generated in the first stage. enabling perfect reversibility under attack-
free conditions. This auxiliary information consists of three parts: a hash value for verifying image integ-
rity, the embedding error generated from embedding the digital watermark, and the rounding error in-
troduced during image reconstruction. Because the first stage effectively confines the embedding error to
integers and leverages the excellent reconstruction performance of PHFMs themselves, the total amount
of auxiliary information required by this scheme is significantly compressed. Subsequently, an efficient
reversible data hiding algorithm is employed to embed this auxiliary information, resulting in a final wa-
termarked image with superior visual quality. Extensive experimental evaluation and comparative analy-
sis confirm the outstanding performance of the proposed scheme. In the absence of attacks, the scheme
can losslessly recover the original image and accurately extract the watermark. Compared to other recent
schemes, this proposal demonstrates superior robustness performance against common image attacks.
Furthermore, the scheme shows significant advantages in both the amount of auxiliary information and
computational efficiency. These advantages fully demonstrate that the proposed scheme is a practical, ef-

ficient, and secure solution for image copyright protection.

Keywords robust reversible watermarking; two stage embedding; polar harmonic Fourier mo-

ments; quantization index modulation
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Background

His research interests focus on robust

As a means of copyright protection for digital products, re-
search on digital watermarking primarily centers on two catego-
ries: robust watermarking and reversible information hiding. Ro-
bust watermarking technique effectively protects copyright at the
cost of causing irreversible distortion to the original image,
whereas reversible information hiding technique allows complete
restoration of both the image and watermark, yet suffers from
limited robustness against attacks. In recent years, RRW has be-
come an important research direction in the field of information
hiding. The key advantage of RRW lies in its dual functionality:
when the watermarked image remains intact, the original content
can be perfectly restored to preserve its commercial utility; when
subjected to attacks, the embedded watermark can still be ex-
tracted to assert copyright ownership.

Moment functions are widely used in image analysis tasks
such as pattern recognition, as they can describe global shape
features and geometric properties via image moments. However,

existing RRW schemes based on continuous orthogonal moments

13282-13296
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FU Zhang-Jie. Ph. D. ., professor. His research inter-
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still face limitations in resisting geometric transformations, ro-
bustness against common signal processing operations, and em-
bedding efficiency. To address this problem, this paper proposes
an efficient robust reversible watermarking scheme based on
PHFMs and adaptive normalization. The scheme embeds water-
marks with PHFMs, uses the adaptive normalization strategy,
and designs a new quantization index modulation algorithm and
corresponding extraction formula. Experimental results demon-
strate that the proposed scheme can fully recover the original im-
age and watermark in the absence of attacks, while exhibiting
strong robustness against geometric transformations, noise
interference, and other common distortions, thereby valida-
ting its effectiveness and superiority.
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